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	О внесении изменения в приказ Управления записи актов гражданского состояния Кабинета Министров Республики Татарстан от 23.09.2020 № 41 «Об утверждении Политики безопасности обработки персональных данных»




В целях приведения нормативного правового акта в соответствие с Федеральным законом от 27 июля 2006 года № 152-ФЗ «О персональных данных», приказываю:

внести в Политику безопасности обработки персональных данных Управления ЗАГС Кабинета министров Республики Татарстан, утвержденную приказом Управления записи актов гражданского состояния Кабинета Министров Республики Татарстан от 23.09.2020 № 41 «Об утверждении Политики безопасности обработки персональных данных» изменение, изложив пункт 6.2 раздела 6 в следующей редакции:

«6.2. Обеспечение безопасности персональных данных субъектов персональных данных в Управлении достигается следующими мероприятиями:
1) определением угроз безопасности персональных данных при их обработке в информационных системах персональных данных;
2) применением организационных и технических мер по обеспечению безопасности персональных данных при их обработке в информационных системах персональных данных, необходимых для выполнения требований к защите персональных данных, исполнение которых обеспечивает установленные Правительством Российской Федерации уровни защищенности персональных данных;
3) применением прошедших в установленном порядке процедуру оценки соответствия средств защиты информации;
3.1) применением для уничтожения персональных данных прошедших в установленном порядке процедуру оценки соответствия средств защиты информации, в составе которых реализована функция уничтожения информации; 
4) оценкой эффективности принимаемых мер по обеспечению безопасности персональных данных до ввода в эксплуатацию информационной системы персональных данных;
5) учетом машинных носителей персональных данных;
6) обнаружением фактов несанкционированного доступа к персональным данным и принятием мер, в том числе мер по обнаружению, предупреждению и ликвидации последствий компьютерных атак на информационные системы персональных данных и по реагированию на компьютерные инциденты в них; 
7) восстановлением персональных данных, модифицированных или уничтоженных вследствие несанкционированного доступа к ним;
8) установлением правил доступа к персональным данным, обрабатываемым в информационной системе персональных данных, а также обеспечением регистрации и учета всех действий, совершаемых с персональными данными в информационной системе персональных данных;
9) контролем за принимаемыми мерами по обеспечению безопасности персональных данных и уровня защищенности информационных систем персональных данных.»


Начальник Управления                                                                        Э.Ф. Ахметова
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