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| Об утверждении Положения о государственной информационной системе Республики Татарстан «Мои субсидии» |  |

В соответствии с постановлением Кабинета Министров Республики Татарстан от 30.12.2023 № 1769 «О государственной информационной системе «Мои субсидии» Кабинет Министров Республики Татарстан ПОСТАНОВЛЯЕТ:

1. Утвердить прилагаемое Положение о государственной информационной системе Республики Татарстан «Мои субсидии».

2. Внести в постановление Кабинета Министров Республики Татарстан от 30.12.2023 № 1769 «О государственной информационной системе «Мои субсидии» следующие изменения:

наименование постановления изложить в следующей редакции:

«О государственной информационной системе Республики Татарстан «Мои субсидии»;

в абзаце втором пункта 1 после слова «государственной информационной системой» заменить словами «государственной информационной системой Республики Татарстан».

3. Внести в постановление Кабинета Министров Республики Татарстан от 28.11.2024 № 1074 «О государственных информационных системах, в которых осуществляется отбор получателей субсидий, предоставляемых из бюджета Республики Татарстан» изменение, заменив в абзаце втором пункта 1 слова «государственной информационной системе» заменить словами «государственной информационной системе Республики Татарстан».

4. Контроль за исполнением настоящего постановления возложить на Министерство цифрового развития государственного управления, информационных технологий и связи Республики Татарстан.

Премьер-министр

Республики Татарстан А.В.Песошин

Утверждено

постановлением

Кабинета Министров

Республики Татарстан

от \_\_\_\_\_\_\_\_ 2024 № \_\_\_\_\_

Положение

о государственной информационной системе Республики Татарстан

«Мои субсидии»

I. Общие положения

1.1. Настоящее Положение определяет порядок организации функционирования государственной информационной системы Республики Татарстан «Мои субсидии» (далее – Система).

1.2. Система – совокупность содержащейся в базах данных информации и обеспечивающих ее обработку информационных технологий и технических средств.

II. Цели функционирования Системы

2.1. Система функционирует в целях цифровизации процессов предоставления субсидий юридическим лицам, индивидуальным предпринимателям, физическим лицам - производителям товаров, работ, услуг, включая гранты в форме субсидий, предоставляемых в соответствии с [пунктами 1](https://internet.garant.ru/#/document/12112604/entry/315) и [7 статьи 78](https://internet.garant.ru/#/document/12112604/entry/787), [пунктами 2](https://internet.garant.ru/#/document/12112604/entry/7812) и [4 статьи 781](https://internet.garant.ru/#/document/12112604/entry/7814) Бюджетного кодекса Российской Федерации, а также нормативными правовыми актами Республики Татарстан (муниципальными правовыми актами) из бюджета Республики Татарстан (бюджетов муниципальных районов Республики Татарстан) (далее – меры поддержки).

III. Участники информационного взаимодействия с Системой

3.1. Участниками информационного взаимодействия с Системой являются:

государственный заказчик и оператор Системы – Государственное казенное учреждение «Центр цифровой трансформации Республики Татарстан»;

обладатель информации – Министерство цифрового развития государственного управления, информационных технологий и связи Республики Татарстан;

функциональный пользователь – государственный орган Республики Татарстан, орган местного самоуправления муниципального образования Республики Татарстан, являющиеся главными распорядителями средств бюджета Республики Татарстан (бюджетов муниципальных районов Республики Татарстан), а также организации, уполномоченные на оказание мер поддержки в соответствии с нормативными правовыми актами Республики Татарстан (муниципальными правовыми актами);

заявители – юридические лица, индивидуальные предприниматели, физические лица - производители товаров, работ, услуг, претендующие на оказание мер поддержки в соответствии с нормативными правовыми актами Республики Татарстан (муниципальными правовыми актами).

3.2. Государственный заказчик и оператор Системы:

осуществляет закупку товаров, работ, услуг, приобретение исключительного права и (или) права использования результатов интеллектуальной деятельности в целях модификации (модернизации), в целях обеспечения работоспособности (функционирования) Системы и ее элементов, защиты информации, содержащейся в Системе, и иных целях, связанных с функционированием Системы и ее элементов;

осуществляет деятельность по эксплуатации Системы, в том числе по обработке информации, содержащейся в ее базах данных;

обеспечивает проведение мероприятий по созданию, развитию, техническому сопровождению Системы и защите информации, обрабатываемой в ней;

обеспечивает функционирование Системы, в том числе программного обеспечения, серверного, сетевого и иного оборудования, необходимого для функционирования Системы;

обеспечивает функционирование программного обеспечения и оборудования, необходимых для защиты информации, содержащейся в Системе;

устанавливает требования к информационно-технологическому взаимодействию участников информационного взаимодействия с Системой и порядку получения и предоставления сведений;

предоставляет функциональным пользователям и заявителям доступ к Системе;

обеспечивает защиту информации, содержащейся в Системе, в соответствии с требованиями нормативных правовых актов в области защиты информации.

3.3. Обладатель информации:

обеспечивает формирование требований к защите информации, содержащейся в Системе;

организует разработку системы защиты информации Системы;

организует внедрение системы защиты информации Системы;

организует принятие мер по защите информации, содержащейся в Системе;

организует ограничение доступа к информации в Системе, если такая обязанность установлена нормативными правовыми актами;

согласовывает реализацию функциональности Системы по отбору заявителей.

3.4. Функциональный пользователь:

определяет и назначает распорядительным актом работников для работы в Системе (далее – ответственные работники);

проводит инструктаж ответственных работников, предусматривающий ознакомление с порядком работы в Системе, правилами и мерами защиты информации;

обеспечивает оказание мер поддержки с использованием Системы,

обеспечивает достоверность и актуальность вводимых в Систему сведений;

обеспечивает обработку персональных данных при работе в Системе в соответствии с требованиями законодательства;

обеспечивает защиту информации на автоматизированных рабочих местах.

IV. Функциональность Системы

4.1. Система имеет следующую основную функциональность для заявителей:

ознакомление с мерами поддержки, действующими на территории Республики Татарстан;

автоматический предварительный подбор мер поддержки, действующих на территории Республики Татарстан, на основании информации о заявителе;

подача заявления об оказании меры поддержки с использованием Системы;

отслеживание статуса заявления об оказании мер поддержки, направленного с использованием Системы;

автоматическая передача сведений из Системы в государственную интегрированную информационную систему управления общественными финансами «Электронный бюджет» в случаях, предусмотренных абзацем третьим пункта 5 статьи 785 Бюджетного кодекса Российской Федерации;

ведение личного кабинета заявителя.

4.2. Система имеет следующую основную функциональность для функциональных пользователей:

ведение реестра заявлений об оказании мер поддержки и приложенных к ним документов с возможностью их просмотра;

рассмотрение заявления об оказании мер поддержки с возможностью принятия ответственным работником решения по ней и указания комментария;

направление заявителю запроса о предоставлении дополнительной информации с использованием Системы;

установление даты начала приема заявлений об оказании мер поддержки;

формирование отчетности;

4.3. Функциональность Системы может изменяться государственным заказчиком и оператором Системы.

V. Состав Системы

5.1. Система состоит из следующих функциональных модулей:

«Заявитель» – предназначен для использования функциональности Системы заявителями. Включает в себя: сайт в информационно-телекоммуникационной сети «Интернет», размещенный по адресу:<https://subsidiya.tatarstan.ru/>, и мобильные приложения для операционных систем «iOS» и «Android»;

«Исполнитель» – предназначен для использования функциональности Системы функциональными пользователями посредством сайта в информационно-телекоммуникационной сети «Интернет», размещенного по адресу: [https://arm–subsidiya.tatarstan.ru/](https://xn--armsubsidiya-m19f.tatarstan.ru/);

«Администратор» – предназначен для создания и редактирования информации о мерах поддержки, с заявлением об оказании которых возможно обратиться посредством Системы, в том числе создание и редактирование форм заявлений об оказании мер поддержки, справочников и алгоритмов.

5.2. Состав функциональных модулей Системы определяется государственным заказчиком и оператором Системы.

VI. Доступ к системе

6.1. Доступ к Системе реализован на основе принятых ролей, принципов разделения обязанностей и минимизации полномочий с использованием средств аутентификации и авторизации.

VII. Обеспечение информационной безопасности Системы

7.1. Обеспечение информационной безопасности Системы должно осуществляться в соответствии с федеральными законами от 27 июля 2006 года № 149-ФЗ «Об информации, информационных технологиях и о защите информации», от 27 июля 2006 года № 152-ФЗ «О персональных данных», Законом Республики Татарстан от 13 ноября 2007 года № 58-ЗРТ «Об информационных системах и информатизации Республики Татарстан», иными нормативными правовыми актами Российской Федерации и нормативными правовыми актами Республики Татарстан.

7.2. Защита информации, содержащейся в Системе, обеспечивается посредством применения организационных и технических мер защиты информации, а также осуществления контроля за эксплуатацией Системы.

7.3. Система подлежит аттестации в соответствии с приказом Федеральной службы по техническому и экспортному контролю от 11 февраля 2013 г. № 17 «Об утверждении требований о защите информации, не составляющей государственную тайну, содержащейся в государственных информационных системах».

7.4. Участники информационного взаимодействия с Системой обязаны обеспечивать защиту информации на автоматизированных рабочих местах при работе с Системой в соответствии с требованиями аттестации Системы. За нарушение требований по информационной безопасности к обработке и защите персональных данных участники информационного взаимодействия с Системой несут ответственность в порядке, предусмотренном законодательством.

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_